OVERVIEW

Egress Switch is the email encryption software that will replace IronPort as the State’s secure email solution.
IronPort is approaching end-of-life and will not be available after August 10, 2015 for sending encrypted messages. If
you have a need to keep your encrypted messages, please do so immediately. If you are saving messages, they will
need to be decrypted and re-encrypted to gain access as needed. The egress secure e-mail offers numerous features
as “Add-Ins” on the Outlook client, in its first deployment, the following are available from your Outlook.

How TO USE EGRESS?
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WHEN CAN | START USING EGRESS?

e For end users within an ITC organization, Egress is available for optional install as of July 1, 2015 via

SCCM, install instructions are attached.

e For end users within a non-ITC organization, please contact your IT Personnel.

If you have additional questions, please contact DTI Service Desk at 302-739-9560




